附件2：

辽宁省工业领域数据安全（网络安全）产业园区申报方案编制要点

一、发展基础

**（一）区位优势及经济社会发展概况**

申报园区名称及所在地区，基本情况包括但不限于经济基础、发展定位、要素保障、数字经济发展等方面的基础和优势。

**（二）工业领域数据安全（网络安全）产业发展现状**

包括但不限于工业领域数据安全（网络安全）企业数量、工业领域数据安全（网络安全）产业规模、产业规模增速、产业结构情况、产业投融资情况；以及工业领域数据安全（网络安全）相关专利、技术研发、产品创新、新模式探索等方面情况。

**（三）创建工业领域数据安全（网络安全）产业园区的优势和有利条件**

包括但不限于工业领域数据安全（网络安全）产业相关政策文件制定情况，工业领域数据安全（网络安全）产业需求空间情况，工业领域数据安全（网络安全）发展潜力情况，重点行业领域工业领域数据安全（网络安全）建设情况，工业领域数据安全（网络安全）创新发展载体建设情况，工业领域数据安全（网络安全）人才队伍建设情况等。

二、总体思路

**（一）指导思想**

结合战略政策、地方发展、园区建设等，提出工业领域数据安全（网络安全）产业园区建设的指导思想。

**（二）基本原则**

结合当地实际情况，衔接有关政策文件要求，提出工业领域数据安全（网络安全）产业园区发展的主要原则。

**（三）建设目标**

包括定量目标与定性目标，申报园区主体阶段性发展目标，包括集聚企业数量、产业规模、技术创新突破与产品研发数量等定量指标，以及需求释放、人才建设、生态培育、模式创新等方面的定性指标等。

**（四）发展布局**

申报园区主体布局情况，包括区位用地、规划面积、基础设施建设、工业领域数据安全（网络安全）产业聚集现状、园区发展优惠政策、拟投入资金资源情况等。

三、重点任务

围绕设定的发展目标，为创建工业领域数据安全（网络安全）产业园区，提升园区发展水平，拟开展的主要工作，包括但不限于：提升工业领域数据安全（网络安全）供给能力、引导工业领域数据安全（网络安全）需求释放、加深产融合作、人才队伍建设、营造良好发展生态等内容。

四、进度计划

园区建设工作期内，各时间节点的主要任务分解安排。

五、保障措施

**（一）组织保障措施**

为工业领域数据安全（网络安全）产业园区建设制定的相关组织机制。

**（二）政策保障措施**

为工业领域数据安全（网络安全）产业园区建设制定的产业发展、园区建设专门性政策、为企业引进与培育制定的资金支持、金融服务等专门性政策，为探索工业领域数据安全（网络安全）技术创新、人才保障等方面配套的重大科技攻关、产学研创新发展、人才引进、企业孵化、税收支持等专门性政策等。

**（三）工作机制保障措施。**

为工业领域数据安全（网络安全）产业园区建设设立的专门性工作机制，包括但不限于园区发展轮值会议、园区运行跟踪监测、园区产业服务平台等创新型工作机制保障。

**（四）其他有关保障措施。**

为工业领域数据安全（网络安全）产业园区示范推广、品牌打造、活动交流等方面的保障性政策。

六、附件清单

补充说明性资料，包括但不限于：相关政策文件列表、工业领域数据安全（网络安全）重点企业列表、工业领域数据安全（网络安全）产业链图谱、相关高等院校列表等。